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1. 3araabHa indopmauis

Ha3zpa nucnumiinu ba3u 1aHux 15 MepeskeBoi iHppacTpyKTypu

Buiranay Jlextop — Ilerpentok Bonogumup iy, kanauaaT Gi3zuko-MaTeMaTHYHUX HAyK, JAOILICHT, AOLEHT Kadenpu kidepoe3neku Ta
MIPOrPaMHOTO 3a0€3NeUeHHS

KonTaktHuit TenedoH ciryx608uii: (0522)390-449 — po6oui aui 3 8% 10 142

E-mail: petrenjukvi@i.ua
Ouni koHcynbmayii BIATOBIIHO 10 3aTBEPXKEHOT0 rpadiky KOHCYIbTAIlii

Koncynprarii Onnaiin koncyremayii 3acodbamu elleKTpoHHOI ToinTH, MeccenpkepiB (Facebook-Messenger / Viber / Telegram) y po6oui
JHI

2. AHOTALlif JUCHUILIIHU

Kypc «ba3u manux ansi MepexeBoi iHPpacTpyKTypu» cIpsiMoBaHa Ha (OpMyBaHHS y 3400yBadiB BUIIOI OCBITH MPAKTUYHUX KOMIETEHTHOCTEH Y
cdepi CUCTEMHOrO Ta MEPEKEBOT0 aAMIHICTPpYBaHHS, HEOOXITHUX Ui MIATPUMKH MPALIE3AaTHOCTI KIIOUOBUX 1HPPACTPYKTYPHUX CEPBICIB KOMI IOTEPHUX
Mepexx. OCHOBHA iies Kypcy MOJISrae y BABYEHHI MEPEKEBUX CEPBICIB SIK CHCTEM, 10 ONEPYIOTh CTPYKTYPOBAaHUMH JAaHUMH y BUTIISI CIIEIialli3oBaHUX 0a3
JaHuX a00 PO3IMOAIIEHUX CXOBHUII, a TAKOXK y HAOYTTI BMiHb J11arHOCTYBAaTH Ta YCYBAaTH TUIIOBI 3001 y X poOoTi. Y Kypci po3risaaroThes iHGpacTpyKTypHi
cepBicH, IO 3a0e3MeuyoTh PYHKIIIOHYBaHHS KopropatuBHEX Mepex: DNS sk posmoainieHa iepapxiuna 6a3a qomeHHux 3amucis, DHCP sk cuctema o6miky
aJlpeCHUX IapaMeTpiB, BeO-NPOKC K Keul-cxoBulle KOHTeHTY, SNMP sk MexaHi3M AOCTYIy /10 apaMeTpiB 1 CTaHIB MEpeKeBOro o0JIaJHaHHs, IPOTOKOJI
RADIUS six ocHoBa AAA (aBTeHTH(iKawis, aBTopHu3allis, oomik), LDAP sk nenTpanizoBana ciayx0a KaTaioriB KOpUCTyBadiB i rpyr, a Takox Kerberos sk
peaiizalisi €AMHOTO BXOAY B JIOMEHHUX cepenoBHIlax. /lomatkoBo BuBYaroThesa TexHonorii VPN 1 3aco0u aBTOMaTH30BaHOTO MEPEXKEBOI0 PO3TOPTAHHS
ornepariiHux cucteM. [IpakTHYHMI KOMIIOHEHT JUCIUILTIHA TOOYI0BaHUI Ha JJAOOpATOPHUX POOOTAX 3 BUKOPUCTAHHSIM THUIIOBHX iHCTpymeHTiB Windows
ta Linux.

3. MeTa i 3aBaAaHHA AUCHUILTIHA

Metow BuKJIagaHHA AucHMIUIiHM «ba3u maHux a1 MepexeBoi i1H(QPACTPyKTypu» € 3abe3ledeHHs 3100yBauiB BHIOi OCBITM 3HAHHAMH Ta
MPaKTUYHUMH HaBUYKaMHU 3 aIMIHICTPYBaHHSI MEpPEXEBUX CEPBICIB, 1110 BUKOPUCTOBYIOTh 0a3M JaHUX 1 CXOBHUILA Ul 30epiraHHs ciayk00Boi iHopMarlii, a
TaKO’X MiATOTOBKA /10 PO3TOPTaHHS, CYIPOBOY Ta BITHOBJICHHS MPale3JaTHOCTI IHPPACTPYKTYPHUX KOMIOHEHTIB IT-cepenoBuina miAnpuemMcTaa.

OCHOBHMMH 3aBJAHHSIMH BHUBYEHHS JIUCUUIUIIHU € (opMyBaHHS y 3700yBauiB 3JaTHOCTI MPOEKTYBaTH Ta OOCIYyrOBYBAaTH CEPBICHM MEPEkKEBOI
1HpPaCTpyKTYypH, sKi 3a0e3MeuyloTh ajapecallilo, iIMEHyBaHHS, JOCTYI O PECypCiB 1 LIEHTpali30BaHE KepyBaHHS OOJIKOBUMHU JIaHUMH KOpPHUCTYBayiB.
Jucuumiina nependayae 3aCBOEHHS MPUHIMMIB (YHKI[IOHYBAaHHS MEPEKEBHUX MPOTOKOIIB 1 MEXaHI3MIB i1HTerpauii poOOYMX CTaHIIM Ta MepekeBUX
IPUCTPOIB y KOpropaTuBHe cepenoBuie. OKpeMuM 3aBJaHHAM KypCy € pO3BUTOK HaBUYOK MOHITOPUHTY, MOIIYKY HECHpaBHOCTEH Ta yCyHEHHs 300iB y
po6oti OC 1 cepsiciB (DNS, DHCP, LDAP, RADIUS, Kerberos To1110) 13 BUKOPUCTaHHAM CY4aCHHMX aJMIHICTPATUBHUX IHCTPYMEHTIB. TakoX AMCHMILIIHA
¢dbopmMye MpakTUYHY MiArOTOBKY, HEOOXITHY JUIs MOJANBIIMX NMpodecifiHUX KypciB 1 3aCTOCYBaHHS OTPUMAaHMX 3HaHb Y pealbHUX YMOBAaxX €KCIlJTyaTarlil
MepekeBoi 1HPPACTPYKTYpPH.




4, Pe3yabTaTH HABYAHHS

VY pe3ynbTari BABYCHHS AUCIUILTIHYU 3/100yBay BUIIOT OCBITH TTOBUHEH:

3HaTu:

— mpuHIMIY (YHKIIIOHYBaHHs 0a30BUX 1H(PPACTPYKTYPHHX MEPEKEBUX CEpBiCiB 1 mpoTokoiB, 30kpema DNS Tta DHCP, ix ponp y 3a0e3neueHHi
azipecarlii Ta iMEHyBaHHS B KOPIIOPATUBHI MepexKi;

— MIpU3HAaYEHHS Ta MexaHi3MH pearizaimii AAA (aBreHTrdikalii, aBTOpHU3allii Ta 0OIIKY TOCTYITY) Y KOPIIOPATHBHOMY CEPEIOBHIIII;

— IPUHIUIK POOOTH MPUKIaTHUX MpoTokoiiB 1 cepriciB SNMP, RADIUS, LDAP, Kerberos, a Tako>k THIOBI MiJXOAX A0 A1arHOCTHKY i BiIHOBJICHHS
Mpare3/1aTHOCTI MEPEKEBUX CITYKO.

Bwmitu:

— BCTAHOBIIIOBATHU Ta a/IMIHICTPYBaTH 1H(QPACTPYKTYpHI cepBicU i CymyTHE mporpaMue 3ade3nedenns B cepenosuinax OC Linux ta Windows;

— HaJIAIITOBYBAaTH KOHQIrypalii Mepe:keBuX CEpBiciB BiOBITHO 70 33aHUX BUMOT, (POPMYBATH MOJITHKH JOCTYITY Ta ITapaMeTpu poOOTH CITykKO;

— BHUKOHYBAaTH NEPEBIPKY KOPEKTHOCTI pOoOOTH CEpBiCiB JIOKATbHO Ta 3 IHIIMX MPUCTPOIB MEPEKi, BUSBIATUA MOMWIKM KOHQIrypaiii Ta ycyBaTH
HECTIPaBHOCTI Y QYHKIIOHYBaHHI MEPEKEBHX CITYKO.

5. O0cAar aucuumIinu

O3Haka THCHHUILTIHA

KinbkicTh KpenuTiB / TOAUH 4/120
HopmartuBHa / BUGipkoBa BUOIpKOBa
Bu niicyMKOBOTro KOHTPOJIIO 3aJIK

6. MoaiTuka AUCHUILIIHT
AkasieMiyHa JI0OpOYECHICTb:
OuikyeTbes, IO CTYIEHTH Oy1yTh TOTPUMYBATHCS MPUHIMIIB aKaJeMiqHOT JOOPOUECHOCTI, YCBIOMIIIOBATH HACTIJIKY il mOpylIeHHs. [leTanpHiie 3a
nocwnanssM URL : http://www.kntu.kr.ua/doc/dobro.pdf

BiaBinyBaHHA 3aHATE

BinBinyBaHHS 3aHATH € BAKIMBOIO CKJIAI0OBOIO HaBuaHHs. OUiKy€eThCs, 110 BC1 CTYICHTH BiJBIAIOTH JIEKIIi1 1 Ta00paTOpHi 3aHATTS KypCy.
[TpomyiieHi 3aHATTS NOBUHHI OyTH BiANpalbOBaHi HE Mi3HIIIE, HIXK 3a THXKIEHB /10 3a11KOBOI cecli.

[HoBexinka Ha 3aHATTIX

HeponmycTumicThb: 3ami3HEHb Ha 3aHSTTS, CIIUCYBAaHHS Ta IUIariaT, HECBOE€YACHE BUKOHAHHS MTOCTABJICHOTO 3aB/IaHHS.
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http://www.kntu.kr.ua/doc/dobro.pdf

[Ipu opranizariiii ocBITHBOTO TIpoliecy B LleHTpanbHOYKpaiHChKOMY HaIllOHAJILHOMY TEXHIYHOMY YHIBEPCUTETI CTYACHTH, BUKJIaAadul Ta aMIHICTpaIlis
IifoTh BiAmoBiaHO a0: IlojoXeHHs Mpo OpraHi3aiild OCBITHHOTO mporecy; 1loigoxkeHHs Mpo opraHi3aimil0 BHBUEHHS HABYAIBHUX IUCIMILUIIH BiJIBHOTO
BuOODY; [TonokeHHs nmpo pyOKHUI KOHTPOJIb YCIIIIHOCTI 1 ceciiiny arecrtarito cryaentiB [IHTY, Konekcy akanemiunoi qoopouecnocti [IHTY.

7. lIporpamMa HaBYAJIbHOI JUCIUILIIHA

Tema 1. InppacTpykTypHi Mepe:xeBi cepBicH Ta iX poJib Y KOPIOPATUBHIN Mepexi

[Tpu3nauenns 6a3oBux cepiciB. [IoHATTs cimy)k00BUX 0a3 qTaHUX/CXOBHIIN Y MEpekeBii iHPppacTpykTypi. THIIOBI clieHapii BAKOPUCTAHHS.
Tema 2. Cucrema nomennux imeH DNS sik po3noaijiena 6a3a nanux

Apxitektypa DNS. 3onu, 3anucu, kemryBanns. HanamryBanus ta giarHoctrka DNS-cepsicy.

Tema 3. DHCP Ta kepyBaHHs1 aipeCHUM IPOCTOPOM Mepeaxi

[Tpuznauenns DHCP, mozxeni Bunaui aapec, pesepByBanns. DHCP-cepsep i kimienT. [lepeBipka Ta ycyHEHHS THIIOBUX TPOOIEM.

Tema 4. IIpokci-cepsicu Ta Bed-kemryBanus (HTTP/Proxy)

Ormsim HTTP Ta npuanmn poGotu Be6-npokci. KenryBanHs 3anuTiB, MOJMITHKH JOCTYITY, KOHTPOJIb Tpadiky. [IpakTiyHi cuenapii.

Tema 5. MoHITOpMHT Mepe:keBUX NPUCTPOIB i cepBiciB: SNMP

Apxitektypa SNMP. MIB, OID, arentu. 30ip i aHaii3 napaMeTpiB CTaHy 00JIaJIHaHHS Ta CEPBICIB.

Tema 6. LlenTpasizoBana aprentudikanist Ta 00aik gocrymy: RADIUS, PAM, NSS

AAA-monens. Pore RADIUS y mepexeBiit aBrenTudikarii. [arerparis 3 cucremanmu mexanismamu PAM/NSS.

Tema 7. Cay:x0a karajorie LDAP Tta kepyBanHsi 00,1iKOBMMU 3a1IicaMH

[Tonsarts xaranory. Ctpykrypa LDAP, 06’ektu, arpulytu. LlenTpanizoBane 30epiranas JaHUX KOPUCTYBAYiB 1 TPyII.

Tema 8. besneuna inppacrpykrypa: Kerberos, PKI, VPN Ta mepexkeBe po3ropraHus

€nunnii Bxix 1 Kerberos. OcHoBu kpunrorpadii ta iHppactpykrypa Binkputux kmoui. VPN (IPsec), konginenuiiiHicts (Tor). ABTOMaTH30BaHa IHCTANISIISA
OC y mepexi (PXE).

8. CucremMa OUIiHIOBAHHA TA BUMOIHA

Buau KOHTPOJIIO: TOTOYHUH, MiICYyMKOBHIA.

MeToau KOHTPOJIIO: CIIOCTEPEKECHHS 32 HABUYAIBHOIO NisUTHHICTIO, YCHE ONMUTYBAHHS, TUCHMOBHI KOHTPOIIb, TECTOBHI KOHTPOJIb.

®opma NiICyMKOBOr0 KOHTPOJIIO: 3aTiK.

[ToTounuii KOHTpPOINIb NEepeadavae OLiHIOBAHHS KOXKHOI JIabopaTopHOi po60TH. OCHOBHUMH KPUTEPISIMU € NMPABUIbHICTh BUKOHAHHS 3aBAAaHHS, SKICTh
3aXMCTy pPOOOTH Ta JOTPUMAHHS BCTAHOBJIEHMX TEpMiHIB. Y TMpolleci OIIHIOBAHHS BPaxOBYETbCA DPIBEHb PO3YMIHHS TEOPETHMYHOIO Marepiany Ta
c(hOpPMOBaHICTh TPAKTUYHUX HABUYOK.

[TincymMKoBHI KOHTPOJIb 3IHCHIOETHCS Yy (OPMI 3alTiKy, SIKUI OLIHIOE CTYIIHb 3aCBOEHHS TEOPETHUHUX IMOJIOKEHb AUCIUIUIIHYU Ta 3/1aTHICTh CTYAEHTA
3aCTOCOBYBAaTH OTPHMMaHi 3HaHHS Ha mpakTuill. OHAK, B IPOIIeCi BUBYCHHS TUCIUILIIIHU Mepe0a4eHO BUKOHAHHS KOMIUIEKCY poOIT MiJ] Yac JIEKIIHHUX Ta
71a00paTOPHUX 3aHATH, & TAKOXK 1HAUBIAYaJIbHUX 3aBAaHb. Y 3B’SI3KYy 3 IIMM 3700yBauaM BHIOi OCBITH MO)ke OyTH BHCTaBJeHa OLliHKa rmoHaja 60 GaiiB 0e3
000B’SI3KOBOT0 BUKOHAHHSI IM1ICYMKOBOI 3aJ1IKOBOT pOOOTH.
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